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Migra&on	to	IPv6	
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PROTOCOLS 
 

 
HTTP, SMTP 

etc. 

TCP or UDP 
IP 

Ethernet 

IDENTIFYING 
ADDRESS 

Port Address 
and IP Address 

(or Domain 
name) 
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Domain name 

MAC  
Address  
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Understanding	Naming	and	Addressing	

Fixed	Telephone	

Mobile	Telephone	

Internet	

Name	
(Source	–	DesEnaEon		

independent)	

Address	
	(Source	independent	–		
DesEnaEon	dependent)	

E.164	Number	 Q.708	ISPC	

E.164	Number	 E.212	IMSI	

Domain	Name	 IP	Address	
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32	bit	address	space	
allocated	

Network	Class		
Based	Architecture	

Classless	Inter-Domain	
RouEng	

MigraEon	from	IPv4	to	
IPv6	

Use	of	RestricEve	Policy	
by	RIR	for	allocaEon	

Promo&ng	Efficiency	in	Alloca&on	of	IP	Addresses	

§ 	256	Networks,	16	Million	Hosts	each	

§ 	Class	A	(128	Networks,	16	Million	Hosts	each)	
§ 	Class	B	(16384	Networks,	65,535	Hosts	each)	
§ 	Class	C	(4	Million	Networks,	255	Hosts	each)	

§ 	Variable	length	network	porLon	in	the	address	

Taking	into	account:	-	
§ Scarcity	of	IPv4	Addresses	
§ Need	to	Maximize	AggregaLon		
§ Limit	RouLng	Table	Growth	

§ 128	Bits,	
§ 	3.4	X	10	^38	Addresses	
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ITU	and	IPv6…………	
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ITU	and	IPv6	

RESOLUTION	101	(REV.	BUSAN,	2014)		
Internet	Protocol-based	networks		

RESOLUTION	180	(REV.	BUSAN,	2014)		
FacilitaEng	the	transiEon	from	IPv4	to	IPv6		

RESOLUTION	63	(Rev.	Dubai,	2014)	
IP	address	allocaEon	and	facilitaEng	the	
transiEon	to	IPv6	in	the	developing	countries	
ASIA-PACIFIC	REGIONAL	INITIATIVE	3	
Harnessing	the	benefits	of	new	technologies	

RESOLUTION	64	(REV.	DUBAI,	2012)	
IP	address	allocaEon	and	facilitaEng	the	
transiEon	to	and	deployment	of	IPv6	

ITU	COUNCIL	 ITU-T	and	ITU-D	STUDY	GROUPS	

CAPACITY	
BUILDING	AND	

MEMBER	
ASSISTANCES	
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§  Collabora&on	between	ITU	and	
relevant	Organisa&ons		

§  Raising	awareness	and	human	
capacity	building	

-	e.g.	ITU	,	APNIC,	MICT	Thailand,	Others	

§  Assist	Member	States	with	exis&ng	
IPv6	management	and	alloca&on	
policies	

-e.g.	ITU	APNIC	assistance	in	Asia-Pacific	

§  Undertake	detailed	studies	of	IP	
address	alloca&on…,	both	for	IPv4	
and	IPv6	

§  Technical	Standards	
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Study	Group	2	

Study	Group	3	

Study	Group	13	

Study	Group	16	

ITU-T	Study	Groups	and	IPv6	

Opera&onal	aspects	of	service	provision	
and	telecommunica&ons	management	

Tariff	and	accoun&ng	principles	including	
related	telecommunica&on	economic	and	
policy	issues	

Future	networks	including	mobile	and	
NGN	

Mul&media	coding,	systems	and	
applica&ons	

Source: http://www.itu.int/net/ITU-T/ipv6/itudocs.aspx 

Study	Group	17	 IPv6	Security	
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IPv6	Related	ITU-T	Recommenda&ons	

Rec.	ITU-T	Y.2051	-	General	overview	of	IPv6-based	NGN		
Rec.	ITU-T	Y.2052	-	Framework	of	mulE-homing	in	IPv6-based	NGN		
Rec.	ITU-T	Y.2053	-	FuncEonal	requirements	for	IPv6	migraEon	in	NGN		
Rec.	ITU-T	Y.2054	-	Framework	to	support	signaling	for	IPv6-based	NGN	
Rec.	ITU-T		X.1037	-	IPv6	technical	security	guidelines		

Source: http://www.itu.int/net/ITU-T/ipv6/itudocs.aspx 

ITU-T	related	work	on	IPv6	Security	(ongoing)	
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Migra&on	to	IPv6:	Building	
Roadmaps,	Ac&on	Plans	
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	Policy	Announcements	
	
	Crea&on	of	IPv6	Task	Force		

	
	Encouraging	IPv6	deployment	in	government	
		
	Standards,	Pilot	tests,	Interoperability	etc. 		

	
	Awareness	and	Capacity	Building	

	
	Measuring	Deployments	and	Tracking	Progress	

General	Approach	
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Key	elements	of	government	ac&on	
	
•	Establishing	or	supporLng	naLonal	IPv6	transiLon	task	forces	(o`en	
in	conjuncLon	with	mulLstakeholder	groups	or	RIRs);	
	
•	Establishing	naLonal	“roadmaps”	with	benchmarks	and	Lmetables	
for	IPv6	deployment;	
	
•	MandaLng	that	government	agencies	adopt	IPv6	technology	for	their	
networks,	websites	or	services;	
	
•	PromoLng	the	use	of	IPv6	in	government-funded	educaLonal,	
science	and	research	networks;	and	
	
•	PromoLng	overall	awareness	of	the	transiLon	through	seeng	up	
websites,	hosLng	workshops	or	forums,	and	seeng	up	training	
programmes.	
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Governments	promo&ng	IPv6	deployment	(examples)	
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Preamble		
NTP-2012	recognises	futurisLc	roles	of	Internet	Protocol	Version	6	(IPv6)	and	its	
applicaLons	in	different	sectors	of	Indian	economy.		
	
ObjecEves		
Achieve	substanLal	transiLon	to	new	Internet	Protocol	(IPv6)	in	the	country	in	a	phased	
and	Lme	bound	manner	by	2020	and	encourage	an	ecosystem	for	provision	of	a	
significantly	large	bouquet	of	services	on	IP	plaiorm.		
	
Telecom	Enterprise	Data	Services,	IPv6	Compliant	Networks	and	Future	Technologies		
To	recognize	the	importance	of	the	new	Internet	Protocol	IPv6	to	start	offering	new	IP	
based	services	on	the	new	protocol	and	to	encourage	new	and	innovaLve	IPv6	based	
applicaLons	in	different	sectors	of	the	economy	by	enabling	parLcipatory	approach	of	all	
stake	holders.		
	
To	establish	a	dedicated	centre	of	innovaLon	to	engage	in	R	&	D,	specialized	training,	
development	of	various	applicaLons	in	the	field	of	IPv6.	This	will	also	be	responsible	for	
support	to	various	policies	and	standards	development	processes	in	close	coordinaLon	
with	different	internaLonal	bodies.		

India:	NTP	2012	and	IPv6	
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Governments	promo&ng	IPv6	deployment	(example	India)	

Government	OrganisaEons:		
•  The	Government	organisaLons	should	prepare	a	detailed	transiLon	plan	for	

complete	transiLon	to	IPv6	(dual	stack)	by	December	2017	based	on	the	
network	complexity	&	equipment/	technological	life	cycles.	The	plan	should	be	
prepared	latest	by	December	2013	and	accordingly	the	required	budgetary	
provisions	should	be	made	in	their	demand	for	grant.		

•  For	this	purpose,	it	is	recommended	that	a	dedicated	transiLon	unit	in	each	
organisaLon	should	be	formed	immediately	to	facilitate	enLre	transiLon.		

•  All	new	IP	based	services	(like	cloud	compuLng,	data	centres	etc.)	to	be	
provisioned	for	/	by	the	Government	organisaLons	should	be	on	dual	stack	
supporLng	IPv6	traffic	with	immediate	effect.		

•  The	public	interface	of	all	Government	projects	for	delivery	of	ciLzen	centric	
services	should	be	dual	stack	supporLng	IPv6	traffic	latest	by	01-01-2015.	The	
readiness	of	Government	projects	in	turn	will	act	as	a	catalyst	for	private	
sector	transiLon	from	IPv4	to	IPv6.		
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Governments	promo&ng	IPv6	deployment	(example	India)	

Government	OrganisaEons:		
•  The	Government	organisaLons	should	procure	equipments	which	are	also	IPv6	

Ready	(Dual	Stack)	and	go	for	deployment	of	IPv6	ready	(Dual	Stack)	networks	
with	end	to	end	IPv6	supported	applicaLons.	The	equipment	should	be	either	
TEC	cerLfied	or	IPv6	Ready	Logo	cerLfied.		

•  The	Government	organisaLons	should	go	for	IPv6	based	innovaLve	
applicaLons	in	their	respecLve	areas	like	smart	metering,	smart	grid,	smart	
building,	smart	city	etc.		

•  The	Government	organisaLons	should	develop	adequate	skilled	IPv6	trained	
human	resources	within	the	organisaLon	through	periodic	trainings	over	a	
period	of	one	to	three	years	to	have	a	seamless	transiLon	with	minimum	
disrupLon.		

•  The	IPv6	should	be	included	in	the	curriculum	of	technical	courses	being	
offered	by	various	insLtutes	/	colleges	across	the	country.		
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Governments	promo&ng	IPv6	deployment	(example	India)	

Service Providers:  
Enterprise Customers  
•  All new enterprise customer connections (both wireless and wireline) provided 

by Service Providers on or after 01-01-2014 shall be capable of carrying IPv6 
traffic either on dual stack or on native IPv6.  

•  Regarding the existing enterprise customers which are not IPv6 ready, the 
Service Providers shall educate and encourage their customers to switch over 
to IPv6.  

Retail Customers (Wireline)  
•  All new retail wireline customer connections provided by Service Providers on 

or after 01-01-2017 shall be capable of carrying IPv6 traffic either on dual 
stack or on native IPv6.  

•  The Service Providers shall endeavor to progressively replace/ upgrade the 
Service Providers owned CPEs which are not IPv6 ready as per the following 
timelines:  

•  Replacement/ upgradation of 25% of CPEs by December 2014.  
•  Replacement/ upgradation of 50% of CPEs by December 2015. 
•  Replacement/ upgradation of 75% of CPEs by December 2016.  
•  Replacement/ upgradation of 100% of CPEs by December 2017.  
Regarding the customer owned CPEs which are not IPv6 ready, the Service 
Providers shall educate and encourage their customers to replace/ upgrade such 
CPEs to IPv6 ready ones.  
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Governments	promo&ng	IPv6	deployment	(example	India)	

Retail Customers (Wireless)  
•  All new LTE customer connections provided by Service Providers with effect 

from 01-01-2017 shall be capable of carrying IPv6 traffic either on dual stack 
or on native IPv6.  

•  All new GSM/ CDMA customer connections provided by Service Providers on or 
after 01-01-2017 shall be capable of carrying IPv6 traffic either on dual stack 
or on native IPv6  

 
Content & Application Providers:  
 
•  All contents (e.g. websites) and applications providers should endeavour to 

adopt IPv6 (dual stack) by 01-01-2017.’  

•  The complete financial ecosystem including payment gateways, financial 
institutions, banks, insurance companies etc. should endeavour to adopt IPv6 
(dual stack) by 01-01-2017.’  

•  The entire ‘.in’ domain should endeavour to adopt IPv6 (dual stack) by 
01-01-2017.’  
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Governments	promo&ng	IPv6	deployment	(example	India)	

 
Equipment Manufacturers:  
•  All mobile phone handsets/ data card dongles/ tablets and similar devices used 

for internet access supporting GSM/CDMA version 2.5G and above sold in India 
on or after 30-06-2014 shall be capable of carrying IPv6 traffic either on dual 
stack (IPv4v6) or on native IPv6.  

•  All wireline broadband CPEs sold in India on or after 01-01-2014 shall be 
capable of carrying IPv6 traffic either on dual stack or on native IPv6.  

 
Cloud Computing / Data Centres:  
 
•  All public cloud computing service / data centres providers should endeavour to 

adopt IPv6 (dual stack) latest by 01-01-2017.  
 



21 

Governments	promo&ng	IPv6	deployment	(examples)	
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Governments	promo&ng	IPv6	deployment	(examples)	
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Governments	promo&ng	IPv6	deployment	(examples)	

PromoLon	of	IPv6	
	
IPv6	deployment	and	use	
	
Interagency	Task	Force	
	
Funding	
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Singapore:	IPv6	Transi&on	Programme	

Source: http://www.ida.gov.sg/Technology/20110414104645.aspx  

The	IPv6	Transi&on	Programme	is	a	na&onal	effort	spearheaded	by	IDA	in	its	
role	as	the	na&onal	planner	for	 Infocomm	development,	to	address	the	issue	
of	 IPv4	 (Internet	Protocol	 version	4)	 exhaus&on	and	 to	 facilitate	 the	 smooth	
transi&on	 of	 the	 Singapore	 Infocomm	 ecosystem	 to	 IPv6	 (Internet	 Protocol	
version	6).		
	
Developed	 by	 the	 Singapore	 IPv6	 Task	 Force,	 it	 involves	 a	 two-pronged	
approach	 to	 drive	 IPv6	 adop&on	 in	 the	 na&on	 as	 well	 as	 encourage	 the	
efficient	use	of	the	remaining	pool	of	 IPv4	addresses	to	minimise	the	risks	of	
deple&on	

Developing	reference	
specifica&ons	and	
transi&on	guides	

Engaging	
stakeholders	
	

Developing	
IPv6	
capabili&es	

Establishing	
an	IPv6	
Marketplace	

SeZng	up	
IPv6	industry	
exemplars	

	
Others	
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Singapore:	IPv6	Adop&on	Guide	Report	-	I	

Report prepared by analysys mason and Tech Mahindra for IDA Singapore available at http://
www.ida.gov.sg/images/content/Technology/Technology_Level1/ipv6/download/
IPv6AdoptionGuideforSingapore.pdf 
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Focus	areas	iden&fied	in	the	report	
	
	 	Planning	

	
	 	Network	
		
	 	Applica&ons		

	
	 	Skills	

	
	 	Services	/	products	

Singapore:	IPv6	Adop&on	Guide	Report	-	II	
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Source: OECD Presentation; Measuring Deployment of IPv6, Karine Perset 
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IPv6	Infrastructure	Security	(ITU-T	X.1037)	

Network	Devices	
(Router,	Switch,	NAT	device)	

Clients,	servers,	and	other	
end	devices		
(End	Nodes,	DHCP,	DNS)	

Security	devices	such	as	
firewalls	and	IDS	Devices	
(Intrusion	DetecEon	System,	Firewall)	
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Thank	You	


